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EVENTOS DE IMPACTO
CRITICO REGISTRADOS
EN EL MES.

ESTATUS:
COMPLEJIDAD ALTA

Panorama de Seguridad.:
Enero 2026

El Conflicto Central
La dindmica regional esta condicionada
por la disputa territorial activa entre el ELN

y las Disidencias de las FARC (Frente 33).

Factor de Incertidumbre
Cambios geopoliticos en la frontera han
generado inestabilidad operativa.

Evolucion Tactica

Se observa una profesionalizacion en el
uso de drones explosivos y un control social
riguroso en los corredores logisticos del
Catatumbo.
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| oy Nl sy Inteligencia Territorial: Nodos
.- | de Concentracion de Riesgo

Epicentro de Confrontacion: Tibu (31.7%)

- 13 reportes criticos.

- Sectores: La Llana, La Gabarra, Pacelli y Bertrania.

o - Insight: Zona de control de movilidad y
confrontacion armada directa.

ol /(L Impacto Urbano: Ciicuta (21.9%)
T o \ BRI e 9 reportes.

ey - Focos: Corregimientos San Faustino y Ricaurte;
A < o Zona Metropolitana.

¢ 9 5 Catatumbo Profundo

ocatia | Incidentes dispersos en El Tarra (Filo el Gringo,
Tres Aguas), Ocaiia, Hacari y Toledo.
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Distribucion de Riesgo y Gravedad Operacional

B 41% Nivel Alto (Riesgo Critico)

e Definicion: Atagues con drones, secuestros
(Caso Dr. Ciro Sanchez), explosivos.

e Impacto: Requiere suspension inmediata de
actividades.

44% Nivel Medio (Alerta Logistica)

» Definicion: Hurto de vehiculos a contratistas
(servicios publicos), retenes ilegales.

* Impacto: Requiere protocolos de escoltay
monitoreo GPS.

B 15% Nivel Bajo (Control Estatal)

* Definicion: Operaciones de fuerza publica
(Neutralizacion alias “Tajo Yuca”).

TAKEAWAY: El 85% de los eventos registrados representan una amenaza directa a la
continuidad del negocio o la seguridad fisica.
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Metodologia: Monitor de Inteligencia en Tiempo Real

Iconos Rojos (Alto): Zonas de
exclusion. Ataques
explosivos/secuestros.

dbo La Gabarra

Jori

% .
) Feubo : S
® O - Iconos Naranjas (Medio): Zonas
P (.FQ G de precaucion. Retenes/hurtos.
e'-. .. % | ~ Requieren monitoreo activo.
Iconos Verdes (Bajo/Control):
N y Corredores habilitados por
N\ — operacion de fuerza publica.
E“‘-ﬁ‘__\_‘_____._._//

Fuente: Sistema de Alertas Georreferenciadas (SI360) + OSINT + Reportes de Terreno.
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El Fenomeno de la “Hibridacion de la Amenaza”

Los grupos armados han evolucionado, mezclando tacticas guerrilleras
tradicionales con herramientas tecnoldgicas modernas.

1. Tecnologia Tactica

Uso de drones para
ataques de precision.

3. Presion Tradicional
Secuestro y control
social (Persistente).

2.Inteligencia Digital

Retenes que validan
datos en tiempo real.

“La amenaza ya no es solo fisica; es tecnologica y de informacion.”
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Amenaza Emergente: Tecnologia Tactica (Drones)

Eventos de alta
gravedad en Enero

Fuente: Analisis de Inteligencia y Reportes de Terreno + OSINT.

b 3
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Modus Operandi

Uso de aeronaves no
tripuladas (drones)
cargados con explosivos.

Objetivos

Infraestructura civil
(Puestos de salud) e
instalaciones militares.

Cambio Estrategico

Redefinicion obligatoria de
los protocolos de proteccion
perimetral. Ya no basta con
seguridad a nivel de suelo.
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Evolucion del Retén llegal: Inteligencia en Via
Foco: Y de la Llana (Via Cucuta-Tibu)

ANTES AHORA - LA REQUISA DIGITAL

oo

- Revision exhaustiva de teléfonos celulares.

- Cruce de identificaciones con bases de
datos en sitios.

- Busqueda de informacion corporativa o
vinculos con fuerza publica.

Verificacion visual y
robo de carga.




Amenazas Persistentes: Delitos de Control

Eventos de ' Analisis de Modalidad
secuestro V reten(:Ion_._,,;_;_;' - Objetivo: Herramienta de presion
,/ . politicay financiacion ilicita.

A pesar de la tecnOIOgla el - Victimas: Misiones humanitarias,

control fisico del territorio y la d  comerciantesy personal civil.
restriccion de la libertad S|guen

siendo tacticas primarias en el - Caso de Alto Perfil: Secuestro
Catatumbo. del Dr. Ciro Sanchez.

Fuente: Analisis de Inteligencia y Reportes de Terreno + OSINT. E NotebookLM



Prospectiva Estrategica: Febrero 2026

Aislamiento Presion al Gremio Inestabilidad
Tecnologico de Servicios j Fronteriza

e Riesgo de destruccion e Continuidad de B - Disputas por control de
de infraestructura de intimidaciones a “trochas” (San Faustino,
comunicaciones (Hacari, operadores de red | Puerto Santander) tras
El Tarra). Dificultad de (CENS) en zonas capturas de figuras del

respuesta ante rurales de Cucuta. | regimen venezolano.
emergencias. =

Fuente: Analisis de Inteligencia y Reportes de Terreno + OSINT. & NotebookLM



Protocolo 1: Seguridad de la Informacion

Objetivo: Mitigar el riesgo durante la ‘Requisa Digital’

- ——

ACCIONES/SOLUCION

Politica de ‘Dispositivo Limpio’:
Obligatorio para todo personal en transito
pOr zonas rojas/naranjas.

Data Hygiene: Prohibido transportar
bases de datos de clientes, planos de

infraestructura o correos corporativos en
celulares personales.

Factory Reset: Los dispositivos de viaje
deben tener contenido minimo
iIndispensable.

Fuente: Analisis de Inteligencia y Reportes de Terreno + OSINT. £ NotebookLM



Protocolo 2: Blindaje de Ruta

Objetivo: Aseqgurar el transito en el corredor Cucuta-Tibu

ACCIONES/SOLUCION

] Puntos de Control Virtuales:
Establecer check-ins obligatorios en
nodos autorizados.

[ ] Trigger de Crisis: Si un vehiculo se
detiene fuera de los nodos autorizados
por mas de X minutos, activar
protocolo.

Cucuta [ ] Escoltas: Requerido para transporte de
activos criticos en zonas de Nivel
Medio (Naranja).

Fuente: Anadlisis de Inteligencia y Reportes de Terreno + OSINT. £ NotebookLM



Protocolo 3: Defensa de Infraestructura

Objetivo: Proteccion contra amenazas aéreas (Drones) en el Catatumbo

ACCIONES/SOLUCION
: _ [C] Monitoreo de Espectro: Iniciar
- evaluacion e instalacion de sistemas de
- ]I ¢ deteccion pasiva de drones para
N instalaciones fijas.

~ [] Alertas Tempranas: Protocolos de
resguardo de personal ante avistamiento
de aeronaves no tripuladas.

[ ] Refuerzo Perimetral: Evaluacion de

vulnerabilidad aérea en campamentos y
estaciones.

Fuente: Analisis de Inteligencia y Reportes de Terreno + OSINT. £ NotebookLM
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